**Friminutt personvern**

Disse retningslinjene for personvern er utarbeidet for å bedre betjene de som er opptatt av hvordan deres "personlig identifiserbar informasjon" brukes online. PII, er som beskrevet i USA personvern loven og informasjon sikkerhet, informasjon som kan brukes på egen hånd eller sammen med annen informasjon å identifisere, kontakte, eller finne en enkelt person, eller til å identifisere en person i sammenheng. Les vår personvernerklæring nøye for å få en klar forståelse av hvordan vi samler, bruker, beskytte eller ellers håndtere dine personlige opplysninger i henhold til planene.

**Hvilke personlige opplysninger innhenter vi fra folk som besøker vår blogg, nettside eller app?**

Når bestilling eller registrere deg på nettstedet vårt, som hensiktsmessig, kan du bli bedt om å skrive inn navnet, e-postadresse, postadresse, telefonnummer eller andre detaljer for å hjelpe deg med dine erfaringer.

**Når innhenter vi informasjon?**

Vi innhenter informasjon fra deg når du registrerer deg på vår side, fylle ut et skjema eller angi informasjon på nettstedet vårt.

**Hvordan bruker vi informasjonen din?**

Vi kan bruke informasjonen vi innhenter fra deg når du registrerer, foreta et kjøp, registrere deg for vårt nyhetsbrev, svare på undersøkelser eller markedsføring, surfe nettstedet, eller bruke enkelte andre funksjoner på følgende måter:

**•** Forbedre nettstedet vårt for å bedre.

**•** Tillate oss å bedre service du i å svare på dine forespørsler til kundestøtte.

**•** Å følge opp med dem etter korrespondanse (live chat, e-post eller telefon forespørsler)

**Hvordan beskytter vi informasjonen din?**

Vi bruker ikke sikkerhetsproblemet skanning og/eller skanning PCI standarder.

Vi bare gi artikler og informasjon. Vi be aldri om kredittkortnumre.

Vi bruker ikke Malware skanning.

Personopplysningene finnes bak sikre nettverk og er bare tilgjengelig for et begrenset antall personer som har spesielle tilgangsrettigheter til slike systemer, og er pålagt å holde informasjonen konfidensiell. I tillegg krypteres alle sensitiv/kredittkort informasjon du sender via Secure Socket Layer (SSL)-teknologi.

Vi implementere en rekke sikkerhetstiltak når en bruker går, sender eller får tilgang til informasjon for å opprettholde sikkerheten til din personlige informasjon.

Alle transaksjoner er er behandlet gjennom en gateway-leverandør og ikke lagret eller behandlet på våre servere.

**Vi bruker "cookies"?**

Vi bruker ikke cookies for å spore formål

Du kan velge datamaskinen varsle deg hver gang en informasjonskapsel sendes, eller du kan velge å deaktivere alle informasjonskapsler. Du gjør dette leserinnstillingene. Siden leseren er litt annerledes, se på nettleserens Hjelp-menyen for å lære den riktige måten å endre informasjonskapslene.

Hvis du deaktiverer informasjonskapsler, noen av funksjonene som gjør nettstedet oppleve mer effektiv mai ikke funksjon properly.that gjøre nettstedet oppleve mer effektiv og ikke vil fungere.

**Tredjeparts avsløring**

Vi ikke selge, handle eller annen måte overføre til utenforstående parter dine personlige opplysninger med mindre vi gi brukerne forhåndsvarsel. Dette inkluderer ikke webområdevert partnere og andre partier som hjelper oss i drift Servia, drive vår virksomhet eller serverer våre brukere, så lenge disse Partene samtykker i å behandle slike opplysninger konfidensielt. Vi kan også gi ut informasjon når det er passende å overholde loven, håndheve våre site retningslinjer, eller beskytte våre eller andres rettigheter, propert eller sikkerhet.  
  
 Imidlertid kan ikke personlig identifiserbar besøksinformasjon gis til andre partier for markedsføring, reklame eller andre bruker.

**Tredjepart lenker**

Vi ikke inkludere eller tilby tredjeparts produkter eller tjenester på våre nettsider.

**Google**

Googles annonsering krav kan oppsummeres av Googles annonsering prinsipper. De er satt på plass for å gi en positiv opplevelse for brukerne. https://support.google.com/adwordspolicy/answer/1316548?hl=en

Vi ikke har aktivert Google AdSense på nettstedet vårt, men vi kan gjøre i fremtiden.

**California Online Privacy Protection Act**

CalOPPA er første staten loven i landet til å kreve kommersielle webområder og elektroniske tjenester til å legge inn en personvernpolicy. Loven nå strekker seg langt utover California å kreve noen person eller selskap i USA (og tenkes verden) som driver nettsteder å samle personlig identifiserbar informasjon fra California forbrukere å legge en iøynefallende personvern policy på sin hjemmeside sier nøyaktig informasjonen samles og de enkeltpersoner eller selskaper som det blir delt. -Se mer på: http://consumercal.org/california-online-privacy-protection-act-caloppa/#sthash.0FdRbT51.dpuf

**Ifølge CalOPPA, vi er enige om følgende:**

Brukerne kan besøke vårt nettsted anonymt.

Når disse retningslinjene er opprettet, vil vi legge en kobling til den på vår hjemmeside eller som et minimum, på den første betydelige siden etter å legge inn vårt nettsted.

Vår personvern linken inneholder ordet "Personvern" og kan lett bli funnet på siden ovenfor.

Du vil varsles om personvern endringer:

**•** På våre personvern side

Kan endre dine personopplysninger:

**•** Ved å logge på kontoen din

**Hvordan håndterer nettstedet vårt gjør ikke spor signaler?**

Vi ikke ære gjør ikke spor signaler og gjøre ikke spor, plante informasjonskapsler eller bruke reklame når en gjør ikke spor (DNT) nettleser mekanismen er på plass. Vi ære ikke dem fordi:

fordi vi ikke bruker dem.

**Tillater vår side atferdsmessige sporing?**

Det er også viktig å merke seg at vi ikke tillater atferdsmessige sporing

**COPPA (barn Online Privacy Protection Act)**

Når det gjelder innsamling av personlig informasjon fra barn under 13 år gamle, gir Children's Online Privacy Protection Act (COPPA) foreldre kontroll. Federal Trade Commission, USAs forbrukerbeskyttelse byrå, fremtvinger COPPA regelen, som staver ut hvilken operatørene av webområder og elektroniske tjenester må gjøre for å beskytte barns personvern og online-sikkerhet.

Vi markedsføre og innhente informasjon fra barn under 13 år.

***Vi la tredjeparter, inkludert annonsenettverk eller pluginmoduler samle PII fra barn under 13 år?***

nei

**For å fjerne opplysningene om barnet ditt kontakt følgende personell:**

Personvernombud

personvern@Friminutt.no

**Vi overholder følgende COPPA leietakere:**

**•** Vi krever ikke et barn å avsløre mer infomration enn er nødvendig for å particapate i en aktivitet.

**•** Foreldre kan se barnets personlige informasjon, lede oss til å slette den, og nekter å la noen ytterligere samling eller bruk av barnets informasjon.

**•** Foreldre kan samtykker til innsamling og bruk av barnets informasjon, men fortsatt ikke tillate tilgjengeliggjøring til tredjeparter med mindre det er en del av tjenesten.

**•** Foreldre kan se gjennom, slette, administrere eller nekte som barnets informasjon er delt gjennom gjennom e-post til vår kundestøtteavdeling å kontakte oss direkte.

**•** Vi vil varsle foreldrene rett før innsamling PII fra barna sine. Dette inkluderer hva spesifikk informasjon du vil samle inn og hvordan det kan bli avslørt, en link til online personvern og hvordan foreldre kan gi sitt samtykke. Hvis foreldrene ikke godtar innen rimelig tid, vil du også slette foreldre og barns online kontaktinfo fra oppføringene.

**•** Foreldre kan gi samtykke av tegn et samtykke skjema og sende den tilbake til deg via faks, post, eller elektronisk skanning eller kontakte oss direkte.

**Rettferdig informasjonspraksis**

Rettferdig informasjon praksis prinsippene danne ryggraden i personvern loven i USA og begrepene de har spilt en viktig rolle i utviklingen av databeskyttelse hele verden. Den rettferdig informasjon prinsipper og hvordan de skal implementeres er avgjørende å overholde forskjellige personvernlover som beskytter personlige opplysninger.

**For å være i tråd med rettferdig informasjonspraksis vil vi ta følgende forståelsesfull handling, bør et brudd oppstår:**

Vi vil varsle deg via e-post

**•** Innen 1 virkedag

Vi godtar også individuelle oppreisning prinsippet som krever at individer har rett til å lovlig forfølge gjennomførbar rettigheter mot datainnsamlinger og prosessorer som unnlater å overholde loven. Dette prinsippet krever ikke bare at enkeltpersoner har gjennomførbar rettigheter mot data brukere, men også at enkeltpersoner har ty til domstolene eller offentlige organer å undersøke og/eller tiltale manglende overholdelse av data-prosessorer.

**KAN SPAM Act**

CAN-SPAM Act er en lov som setter reglene for kommersiell e-post, oppretter krav til kommersielle meldinger, gir mottakere rett å ha emails stoppet sendes til dem og staver tøff straff for krenkelser.

**Vi samler inn din e-postadresse for å:**

**•** Sende informasjon, svare på spørsmål, og/eller andre forespørsler eller spørsmål

**I henhold til CANSPAM, vi er enige om følgende:**

**•** Ikke bruk falske eller misvisende fag eller e-postadresser.

**•** Identifiser meldingen som en annonse på en rimelig måte.

**•** Legg en fysisk adresse for vår virksomhet eller området hovedkvarter.

**•** Overvåke tredjeparts e markedsføringstjenester for å hvis ett er brukt.

**•** Honor opt-out/melde forespørsler raskt.

**•** Tillate brukere å stoppe abonnementet ved hjelp av koblingen nederst i hver e-post.

**Hvis på noe tidspunkt du ønsker å melde deg fra å motta flere e-postmeldinger, kanne du email oss på**

Friminutt@Friminutt.no og vi vil umiddelbart fjerne deg fra **ALL** korrespondanse.

**Kontakt oss**

Hvis det er spørsmål om denne personvernerklæringen, kan du kontakte oss ved hjelp av informasjonen nedenfor.

Friminutt

Høgskolen jeg Oslo og Akershus

Oslo, Oslo 0170

Norge

Friminutt@Friminutt.no

815 493 00

Sist endret på 2017-11-16